
 Openvas Training and Certification Course 
 

 

Curriculum 2 Days 

Day - 1 Day - 2 

 Introduction to vulnerability scanning and OpenVAS 

 Setting up OpenVAS on a Linux machine 

 Configuring OpenVAS scanners and targets 

 Scanning a target using OpenVAS 

 Interpreting and managing OpenVAS scan results 

 Advanced OpenVAS configuration options 

 OpenVAS reporting and generating vulnerability reports 

 Introduction to OpenVAS scripting 

 Creating custom scripts to automate OpenVAS scans and reporting 

 Best practices for OpenVAS configuration and management 

 Troubleshooting common OpenVAS issues 

 Securing OpenVAS and integrating it with other security tools 

 Q&A and wrap-up 

 
 


