
 Elastic SIEM Fundamentals Training 
 

Curriculum 2 Days 

Day - 1 

 Elastic Security 
o Get an introduction to Elastic Security, including how to perform analysis of host - and network-related security events as part of SIEM threat detection  

 Detection 
o Explore how the detection engine works as well as how to manage custom and prebuilt community rules. .  Learn how to manage al erts and use exceptions to rules in 

order to reduce noise.  

 

 



 

Day - 2 

 Getting security data in 
o Learn how to ingest security data into Elast ic Security using the Elastic Agent. Understand how the Elastic Common Schema (ECS) enables Elastic Security to work with 

custom and third-party data sources in addition to those supported by Beats.  

 

 
 


